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INTRODUCTION

In 2018, the capture of the “Golden State Killer,” also known as the “East Area Rapist” or the “Original Night Stalker,” captured the eyes of the nation.¹ The man responsible for at least thirteen murders and fifty rapes—crimes that many thought would never be solved—was taken into custody and charged with capital murder.² Why the sudden movement in a case that had been cold for over three decades? Joseph DeAngelo, the now-infamous serial killer, was definitively identified through DNA using a breakthrough new science: genetic genealogy.³

At the time, the potential of this new method seemed boundless. The public began to speculate about how many cases could finally be resolved—even infamous cold cases that had haunted communities for decades.⁴ The wait was short. Only two months later, John D. Miller was charged with the rape and murder of eight-year-old April Tinsley, who had been kidnapped

---

* J.D. Candidate, 2021; Executive Managing Editor, Arizona State Law Journal. Thank you to all the wonderful Editors and Staff Writers on the Arizona State Law Journal for their thoughtful editing. Thank you also to my faculty advisor, Professor Jessica Berch, for her guidance, instruction, and encouragement throughout the writing process.


2. Id.


from her Fort Wayne neighborhood in 1988. After the killer repeatedly taunted police, April Tinsley remained one of Indiana’s most notorious cold cases before it was solved with genetic genealogy. With the closing of these two major cases, and with many more soon thereafter, both the crimefighting community and the public were convinced that genetic genealogy could be an innovative crime-solving tool that would bring closure to families still waiting for answers to grisly crimes. However, with all of genetic genealogy’s promise came questions: questions about privacy, the law—and even its accuracy. This Comment seeks to answer those questions.

Genetic genealogy relies on using data in direct-to-consumer DNA databases to determine familial matches between DNA samples. These
databases, compiled from testing kits available for purchase at any major online retailer,\(^\text{11}\) clearly make for an effective crimefighting tool. Although law enforcement has lauded the technology as a groundbreaking innovation for criminal investigation,\(^\text{12}\) critics remain concerned with its privacy implications.\(^\text{13}\) Not surprisingly, the legal community has joined the discussion. Legal scholars continue to debate whether a person’s DNA contains a sufficient privacy interest to be protected by the Fourth Amendment to the Constitution.\(^\text{14}\) This debate has grown even more complex as the industry has expanded, and it is further complicated now that the U.S. Supreme Court has decided *Carpenter v. United States*, which was ruled on only two months after Joseph DeAngelo’s capture.\(^\text{15}\)

Prior to *Carpenter*, the Court had long recognized that a person did not have an expectation of privacy in information held by third parties; therefore, the State did not need a warrant to perform a search.\(^\text{16}\) Of course, because consumer DNA testing companies like Ancestry inevitably possess their consumers’ DNA samples, the doctrine would have effectively precluded *any* protection for the samples held in these databases. *Carpenter*, in contrast, cast serious doubt on this nearly fifty-year-old doctrine by holding that a person’s location information, meticulously archived by her cell phone, was protected by the Fourth Amendment—despite that data being held by a cell-phone
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provider.\(^\text{17}\) Now, in a post-*Carpenter* age where almost thirty million people\(^\text{18}\) have taken direct-to-consumer ("DTC") DNA tests—and many millions more family members readily identifiable by such tests—it is unclear what, if any, protection the Fourth Amendment provides to a person’s DNA.

This Comment proceeds in four parts. Part I provides a brief history of the consumer DNA industry and what privacy risks may be at stake by warrantless law-enforcement access to DTC databases. Part II explains DNA—its function and use by law enforcement—and how the rise of familial DNA testing has worked in conjunction with DTC databases to solve crime. Part III surveys the history of Fourth Amendment jurisprudence and explains why the Court’s current standing doctrine limits those who may benefit from the Amendment’s protection. And Part IV applies the Court’s current Fourth Amendment framework to DNA held by DTC testing companies and argues that because defendants lack standing to bring a Fourth Amendment claim, legislative action is needed to protect the genetic privacy of the millions of people whose information is at risk. Finally, this Comment concludes.

I. THE HISTORY OF DTC TESTING

To fully understand the threat that DTC testing poses to genetic privacy, it is helpful to understand the scope of the issue. This Part provides a brief history of DTC testing before turning to the unintended effects of having such
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a large number of DNA samples held by private companies, including the risk of warrantless law-enforcement access.

A. Humble Beginnings

The first major DTC testing database began in 2008 with the launch of 23andMe.\(^1\) For the first time, members of the public could have their DNA tested by professionals and receive a detailed DNA analysis.\(^2\) The analysis provided information about a person’s proclivity to more than ninety different traits and propensity to certain health conditions, like Parkinson’s disease.\(^3\) Those first 23andMe kits cost about $1,000.\(^4\) The same year, 23andMe was named “Invention of the Year” by Time.\(^5\)

Soon thereafter, Ancestry developed its own testing kit.\(^6\) Although 23andMe was principally concerned with providing health and ethnicity information, Ancestry, with its collection of nearly twenty billion historical records, offered an opportunity to use DNA test results to build a person’s family tree—and perhaps even connect distant relatives.\(^7\) Ancestry’s kit cost


2. Hamilton, supra note 19.

3. Id.


5. Hamilton, supra note 19.


only $99. By 2012, 23andMe and Ancestry had begun widely distributing their testing kits for home use, and in doing so, began to develop their own DNA databases.

As 23andMe and Ancestry began to make DTC testing widely available, the founders of GEDmatch were also hard at work. That company was aimed at connecting family members through DNA matches. Although 23andMe and Ancestry could only connect people through the samples in their own respective databases, GEDmatch allowed all DTC customers to upload their test results regardless of the testing company and for free. With GEDmatch, consumers were no longer limited to the information held by only Ancestry or only 23andMe and could be matched to their family members no matter which kit they used. GEDmatch thus served as a gap filler, allowing people to connect with relatives who happened to use a different testing company, a status that only grew as various other companies, including FamilyTree DNA and MyHeritage, began infiltrating the market. Thus, it is of little surprise that GEDmatch was the database police used to identify Joseph DeAngelo in 2018.
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B. Unintended Consequences

The purpose of this Section is to provide the scope of the privacy interests at stake with DTC testing. As these kits have gotten less expensive, and as more companies have entered the market, there has been an increase in the number of samples catalogued and a reciprocal risk to privacy. When looking at the current data on this issue, it is important to consider that all of these samples are potentially open to law-enforcement access—and possibly without a warrant.

As of 2020, about thirty million people have taken an at-home DNA test.33 Although that figure alone might not be cause for concern, it becomes so when one considers that every person taking these tests shares DNA with their genetic relatives.34 Every person who takes a DTC test has, on average, “nearly 200 third cousins, 950 fourth cousins[,] and 4,700 fifth cousins.”35 Multiply that by thirty million, and the amount of data is staggering. What’s more, AncestryDNA purports to provide over 1,000 years of ancestral information—meaning that your DNA can be matched with relatives stemming from a relationship literally thousands of years ago.36 Considering the exponential size of the problem and that GEDmatch offers an opportunity to consolidate all of those samples in one place, the sheer volume of genetic information held by private corporations is astronomical—and it will only continue to grow.

In addition to private databases, police also use publicly funded databases in criminal investigation. The National DNA Index (“NDIS”), the database that collects the DNA of criminal defendants and arrestees, contains nearly twenty million samples.37 Law enforcement has open access to this system, and states can (and do) require people to surrender their DNA at arrest—without even a criminal charge.38 This practice has created a database that is expansive and ever-growing as more arrests are made. And as with private databases, each of these samples shares DNA with hundreds, perhaps
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thousands, of others in the population, all potentially free to access without a warrant or a criminal charge.

Needless to say, between the publicly and privately funded databases, law enforcement has access to millions of DNA samples. The question then becomes what, if any, legal protection there may be for those samples. To answer this question, we must first look at DNA itself to understand what information it contains that the Fourth Amendment could possibly embrace. We must also consider how law enforcement uses DNA and whether that use could likewise bring DNA within the scope of the Fourth Amendment.

II. DNA AND LAW ENFORCEMENT

Long before DNA became a staple of criminal investigation, it was known only as an essential component of human biology. DNA is a molecule found inside a cell’s nucleus that contains instructions for building proteins, which are read by the body and passed down to offspring during reproduction. While all eukaryotes have DNA, human DNA is unique. Aside from providing uniqueness among individuals, DNA also instructs the body on how to develop as a human, as opposed to a different species. Although knowledge of DNA has been around for centuries, it was not until the 1980s that it began to draw the eye of law enforcement.
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A. History of DNA as an Investigative Tool

In the mid-1980s, British geneticist Alec Jeffreys at the University of Leicester discovered that DNA could be used for human identification. Recognizing the importance of the discovery, Jeffreys began giving lectures on how DNA could be used to solve crime. Shortly thereafter, law enforcement in Narborough contacted Jeffreys about using DNA to solve the murder of two young women, whom the police suspected were victims of the same killer. DNA soon exonerated the lead suspect, and after an extensive collection of voluntary DNA samples, police arrested the true culprit.

From there, the use of DNA in criminal investigations blossomed into the gold standard of forensic reliability. It soon became standard practice for law enforcement to catalogue DNA samples from convicted felons into statewide databases. Then, in 1994, the FBI implemented the Combined DNA Index System (“CODIS”) software, which allowed police to search DNA samples in both state and national databases. Since then, states have enacted various DNA-collection procedures, with some states allowing DNA collection when a person is booked into jail (pretrial and perhaps pre-charge) and others cataloging after conviction.
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CODIS has revolutionized criminal investigation. Since its inception, CODIS has solved countless crimes using Short Tandem Repeats ("STRs") to produce matches between two or more samples of DNA. STRs are areas of a person’s DNA that are repeated. Commonly called “stutters,” these repeats vary among individuals and allow CODIS to produce a “match” when two samples share STRs. Although comparing STRs between DNA samples can identify a match, the STRs themselves reveal no other information. The only information law enforcement receives is that one sample matches another: that one person produced both samples. After receiving a match in CODIS, prosecutors can use the information to seek a conviction. Over the years, this practice has been used extensively, and police have even used DNA to solve cold cases decades after a crime is committed, with some identifications occurring over half a century later. Moreover, since DNA lasts after death, police can exhume a person’s body to test his DNA against a sample at a crime scene. In recent years, however, DNA technology has developed even further.
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B. Familial DNA

Familial DNA testing has recently emerged as a different way to use CODIS and STR testing to solve crime. This type of DNA testing focuses on two considerations: (1) specific regions in a person’s chromosomes and (2) how those regions compare to the general population. The regions examined contain STRs. While the repetitions vary among individuals, family members generally share them. If a person shares STRs with someone else, there is a likelihood that the two individuals are related. The second prong of the analysis determines how common those repetitions are in the general population. Shared repetitions that are not common among the general population indicate a likely familial relationship.

With familial DNA testing, law enforcement can use CODIS to look for shared areas of STRs in DNA samples, producing familial matches. Once CODIS completes the STR analysis, it produces a ranked list of individuals likely to be related to the sample in question. This list can then be used to narrow law enforcement’s search, potentially leading to a suspect and ultimate conviction.

Familial DNA testing has been around since 2008, when California became the first state to implement the practice. It has seen wavering support since, with critics concerned with Fourth Amendment issues and the impact on racial minorities: there are more samples from Black people in the national database than samples from white individuals. In contrast, familial DNA testing has seen immense success in solving cold cases, including the
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notorious “Grim Sleeper” serial killer of California.75 Despite the privacy and racial concerns surrounding familial DNA testing, twelve of the most populous—and racially diverse—states currently allow it.76 Only one state, Maryland, has forbidden the practice altogether.77 Notably, however, in the states where familial DNA testing is legal, nearly all impose limits on when it can be used: most frequently in cases involving public safety risks, violent crimes, or after the exhaustion of all other investigatory leads.78

Genetic genealogy involves a similar type of familial DNA testing to that used in public databases.79 However, the amount of information revealed by familial testing in DTC databases differs greatly from that found in public databases. Although CODIS focuses on STRs, DTC databases analyze
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single-nucleotide polymorphisms ("SNPs").\textsuperscript{80} STRs generally provide only matches or partial matches between DNA samples, but SNPs reveal information about a person’s sex, physical appearance, medical conditions, genetic history, and ancestral origin.\textsuperscript{81} This information allows law enforcement to create extensive family trees, developing a whole family of potential suspects to investigate.\textsuperscript{82} Despite the differences between these databases and CODIS, however, there are currently no procedural protections regulating what law enforcement can do with publicly available DNA databases outside of private user agreements.\textsuperscript{83} Currently, none of the available DTC databases allow a user’s genetic relatives to “opt out” of law-enforcement access, despite the personal information retained.\textsuperscript{84} Moreover, some databases, like GEDmatch and FamilyTreeDNA, explicitly allow law enforcement access in some circumstances.\textsuperscript{85} Therefore, if DNA is to be protected, such protection must come from the law.
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\textsuperscript{84} Most DNA testing companies require a court order to turn over information contained in their databases. See, e.g., 23andMe Guide for Law Enforcement, 23ANDME, https://www.23andme.com/law-enforcement-guide/ [https://perma.cc/AX92-3CZ5]; Ancestry Guide for Law Enforcement, ANCESTRY, https://www.ancestry.com/cs/legal/lawenforcement [https://perma.cc/E342-2SJ8]. However, this limitation does little to protect the information of consumers’ genetic relatives, and open-source databases like GEDmatch, which collect data from companies with more stringent requirements, are searchable by anyone with an account. Bala, supra note 13.

III. THE FOURTH AMENDMENT FRAMEWORK

The Fourth Amendment serves as a cornerstone of the constitutional protection of individual privacy. It guarantees that

> the right of the people to be secure in their persons, houses, papers, and effects, against unreasonable searches and seizures, shall not be violated, and no Warrants shall issue, but upon probable cause, supported by Oath or affirmation, and particularly describing the place to be searched, and the persons or things to be seized.\(^86\)

The Supreme Court has interpreted the Fourth Amendment to mean that when a government agent, usually law enforcement, conducts a “search” or “seizure,” the act must be “reasonable,” either because a warrant supported by probable cause has been issued or because the circumstances otherwise make the search or seizure reasonable.\(^87\) Moreover, the Fourth Amendment standing doctrine limits who can bring a Fourth Amendment claim.\(^88\) If a defendant can show that he has standing and that police conducted an unreasonable search or seizure, a court can exclude the evidence found during the search and any “fruit of the poisonous tree”—evidence found as a direct result of the search.\(^89\)

A. Searches

The first query in a Fourth Amendment analysis is whether a search has occurred. Although the search requirement has traditionally been construed as protecting property, the Supreme Court in *Katz v. United States* held that “the Fourth Amendment protects people, not places.”\(^90\) That statement marked a shift away from the focus on property and began the Court’s transition to protecting individual privacy under the Fourth Amendment.\(^91\) In the years since, the Court has applied a two-prong privacy test to determine whether police action constitutes a search subject to Fourth Amendment protection: (1) a person must “exhibit[ ] an actual (subjective) expectation of privacy,” and (2) the expectation must be “one that society is prepared to
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recognize as ‘reasonable.’”\textsuperscript{92} Focusing on privacy instead of property, the Court in \textit{Katz} found that the placing of a police wiretap on the outside of a phone booth was a search protected by the Fourth Amendment.\textsuperscript{93}

Although \textit{Katz} refocused the Fourth Amendment onto privacy interests, the Supreme Court also developed the third-party doctrine, which limits the definition of reasonable privacy interests. The third-party doctrine posits that a person does not have a reasonable expectation of privacy in what he shares with others.\textsuperscript{94} In \textit{United States v. Miller}, the Court held that bank records showing the defendant’s financial transactions were not protected under the Fourth Amendment.\textsuperscript{95} The Court noted that “[w]hat a person knowingly exposes to the public . . . is not a subject of Fourth Amendment protection.”\textsuperscript{96} Because the defendant knew the bank had access to his financial information, he had no reasonable expectation of privacy and thus no protection.\textsuperscript{97}

The Court found similarly in \textit{Smith v. Maryland}. In that case, the Court held that the use of a pen register to determine who was calling a robbery victim was not protected by the Fourth Amendment.\textsuperscript{98} The Court again emphasized that “a person has no legitimate expectation of privacy in information he voluntarily turns over to third parties.”\textsuperscript{99} Because the defendant’s identity and the numbers he dialed were transmitted to the phone company when he placed the call, the information was voluntarily given, so the defendant did not have a reasonable expectation of privacy in the information.\textsuperscript{100}

\textbf{B. Reasonableness}

Even if a search has occurred under the Fourth Amendment, that alone is not enough for the suppression of evidence.\textsuperscript{101} The defendant must also show that the search was unreasonable.\textsuperscript{102} The general rule is that a warrant supported by probable cause will make most searches reasonable.\textsuperscript{103} In the absence of a warrant, the government must show that the circumstances of
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  \item \textsuperscript{99} \textit{Id.} at 743–44.
  \item \textsuperscript{100} \textit{Id.} at 745–46.
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  \item \textsuperscript{103} \textit{See} \textit{Carpenter v. United States}, 138 S. Ct. 2206, 2221 (2018).
\end{itemize}
the search justify an exception. To meet that standard, law enforcement must establish a legitimate interest outside of criminal investigation that outweighs the individual’s privacy interest. Generally, this inquiry considers the scope and degree of the intrusion on privacy and the importance of the government interest at issue. For example, the Court has found such justifying circumstances when law enforcement acts to provide emergency aid to an injured person or to search a suspect for weapons after an arrest. If there is no warrant, and a court finds that the circumstances do not justify an exception, a search will be deemed unreasonable.

C. Standing

Even if a Fourth Amendment violation has occurred—that is, law enforcement has performed an unreasonable search—the unlawful search alone is not enough for suppression of evidence. To succeed on a motion to suppress, the defendant must also have standing. The Fourth Amendment standing doctrine requires the person seeking suppression (the defendant) to be the person whose rights were invaded. The crux of this issue is whether the defendant has a reasonable expectation of privacy in the items or locations searched. If the answer is no, then the defendant cannot have the evidence excluded at trial. A standing issue usually arises when someone other than the defendant has been searched. If another person has a reasonable expectation of privacy in the items or locations searched, and the police do not have a warrant and no exception applies, the search violates the Fourth Amendment. However, because that violation occurred against the other person—not against the defendant—evidence from the search may be used against the defendant at trial. Thus, in a Fourth Amendment claim for
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115. *See Rakas*, 439 U.S. at 133.
suppression, courts must consider whether the defendant himself has been the victim of an unconstitutional search.116

IV. THE FOURTH AMENDMENT AND PRIVACY: CARPENTER AND KING

Although the Fourth Amendment protects privacy, the Supreme Court has been slow—if not reluctant—to adapt its definition of “privacy” to the twenty-first century.117 This Part explores the Court’s reasoning in Maryland v. King, where the Court held that law enforcement can take and store a person’s DNA during jail booking procedures, which take place before any trial or conviction. It also examines recent shifts in the doctrine that have indicated more of a willingness to bring the Amendment closer to modern views of privacy. That was the focus of Carpenter v. United States, which is explored in Section B. Both cases illustrate the current state of Fourth Amendment jurisprudence and provide a useful backdrop for how a court would analyze a claim for suppression based on evidence obtained through the search of a DTC database.

A. DNA and Reasonableness: Maryland v. King

In King, the Court upheld a Maryland statute that required police to collect a person’s DNA upon being booked into jail.118 Alonzo Jay King, Jr. was arrested for assault, and police collected his DNA pursuant to the statute.119 After running King’s DNA through the national law-enforcement database, police were alerted to a DNA match between King and an unsolved rape case.120 King was subsequently convicted of the rape.121

Despite the Court conceding that the police’s intrusion into King’s body via a buccal swab was a search, it found that “some circumstances, such as ‘[w]hen faced with special law enforcement needs, diminished expectations
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of privacy, minimal intrusions, or the like . . . may render a warrantless search or seizure reasonable.”122 To evaluate whether such circumstances existed, the Court balanced law enforcement’s interest in identification and safety with the defendant’s right to privacy.123

The Court found that King underwent a reasonable search based on a “minimal” intrusion into his privacy interest.124 The Court noted that the physical intrusion into King’s body “involve[d] but a light touch on the inside of the cheek” and “require[d] no ‘surgical intrusions beneath the skin.’”125 The King Court also considered the plethora of procedural protections under the Maryland statute, including that the testing was limited because “information in the [national] database is only useful for human identity testing.”126 The Court left open the question whether purposes other than identity would bring the practice into the protection of the Fourth Amendment, stating “[i]f in the future police analyze samples to determine, for instance, an arrestee’s predisposition for a particular disease or other hereditary factors not relevant to identity, that case would present additional privacy concerns not present here.”127 Because the police action was “minimally invasive” and revealed little personal information, King’s privacy interest, although present, was diminished.128

In contrast, the Court found a substantial government interest in the identification of arrestees.129 The Court emphasized that proper identification was imperative for arraignment—in which it is necessary to present the proper person—and also for determining an arrestee’s background and whether he posed a safety risk to police officers and jailhouse staff.130 Although the Court conceded that “[w]hen the police stop a motorist at a checkpoint . . . the Court has insisted on some purpose other than ‘to detect evidence of ordinary criminal wrongdoing’ to justify . . . searches in the absence of individualized suspicion,” it found that the law-enforcement interest in identification for safety purposes outweighed King’s diminished expectation of privacy.131

122. Id. at 446–47 (quoting Illinois v. McArthur, 531 U.S. 326, 330 (2001)).
123. See id. at 448–49, 465.
124. Id. at 461.
125. Id. at 446 (quoting Winston v. Lee, 470 U.S. 753, 760 (1985)).
126. Id. at 445 (quoting JOHN M. BUTLER, FUNDAMENTALS OF FORENSIC DNA TYPING 279 (2009)).
127. Id. at 464–65.
128. See id. at 460, 465.
129. Id. at 460–61.
130. Id. at 450–53.
131. Id. at 462–63 (quoting City of Indianapolis v. Edmond, 531 U.S. 32, 38 (2000)).
Justice Scalia dissented, expressing deep concerns that law enforcement’s motive was precisely “to detect evidence of ordinary criminal wrongdoing” because the results of the DNA test were not released until after arraignment and certainly after any safety risk would have arisen in the jail. The purposes provided by the Court (identification and safety), therefore, could not possibly have been the true motivations for the collection of King’s DNA. Despite this concern, the majority held that the Maryland statute did not violate the Fourth Amendment.

B. A Modernized Third-Party Doctrine: Carpenter v. United States

Although in King the Supreme Court seemed less willing to protect individual privacy, the Court took the opposite position in Carpenter. Despite the precedents in Smith and Miller that established a seemingly boundless third-party doctrine, the Court narrowed its scope in Carpenter. In Carpenter, the defendants were charged with robbing several electronics stores over a period of months. Law enforcement received court orders under the Stored Communications Act to obtain the cell phone records of the defendants, including their cell-site location information (“CSLI”), which tracks a person’s GPS location via her cell phone. Because the Stored Communications Act requires a lower standard than probable cause, the defendants challenged the constitutionality of the court orders, arguing that the government had violated their Fourth Amendment rights.

The main issue in Carpenter was whether a person has a reasonable expectation of privacy in her CSLI, despite it being held by cell-phone providers—or third parties. If, as was the traditional understanding, a person truly has no expectation of privacy in information possessed by third parties, the defendants would have had no claim. However, instead of relying on the precedents in Smith and Miller to decide the case, the Court evaluated whether the policy considerations behind the third-party doctrine were actually advanced by allowing law enforcement to have warrantless access to CSLI. In this analysis, the Court considered the time period in question, the

132. Id. at 468–72 (Scalia, J., dissenting).
133. Id. at 469–73.
134. Id. at 465–66 (majority opinion).
136. Id. at 2212.
137. Id.
138. Id. at 2212, 2221. Warrants require probable cause. U.S. CONST. amend. IV (“[N]o Warrants shall issue, but upon probable cause . . . .”).
140. Id. at 2219–20.
pervasiveness of the device, and what other information outside of physical movements could be revealed by the data. The Court also questioned whether the defendant “voluntarily” shares his information with third parties when he takes no affirmative act to do so, thus calling into question whether the third-party doctrine as expounded in Smith and Miller was implicated at all. Ultimately, the Court decided that CSLI was of an “intimate” enough nature to justify an exception to the third-party doctrine, and thus law enforcement needed a warrant to access it.

Time was an essential consideration in Carpenter. The Court noted that “[m]apping a cell phone’s location over the course of 127 days provides an all-encompassing record of the holder’s whereabouts” and expressed concern that a person’s physical movements could be recorded for five years, which is how long cell carriers store the information. Unlike past technologies, where “attempts to reconstruct a person’s movements were limited by a dearth of records and the frailties of recollection,” CSLI had no such limitations and thus posed a unique privacy concern. This weighed in favor of finding CSLI protected by the Fourth Amendment.

The Court also considered the pervasiveness of cell phones in modern society. The Court noted that “cell phones and the services they provide are ‘such a pervasive and insistent part of daily life’ that carrying one is indispensable to participation in modern society.” Likening a cell phone to a “feature of human anatomy,” the Court concluded that because people carry their cell phones to private locations, there is an expectation of privacy. The Court explained that there was even more of an expectation of privacy in a cell phone than an automobile, which it had recently found unprotected, because “[w]hile individuals regularly leave their vehicles, they compulsively carry cell phones with them all the time. A cell phone faithfully follows its owner.” Thus, the Court considered modern notions of privacy in determining that there was a reasonable expectation of privacy in CSLI.
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The Court further noted that CSLI reveals more than just location information.\textsuperscript{153} It found that CSLI has the power to reveal a person’s “familial, political, professional, religious, and sexual associations.”\textsuperscript{154} Specifically, the Court was concerned with CSLI’s ability to go “beyond public thoroughfares and into private residences, doctor’s offices, political headquarters, and other potentially revealing locales.”\textsuperscript{155} Because CSLI could reveal private information, it implicated privacy interests—despite being held by third parties.\textsuperscript{156}

Finally, in evaluating the policy behind the third-party doctrine, the Court questioned whether the third-party doctrine could even be applied absent an affirmative, voluntary act. The Court quoted \textit{Smith} and reiterated that “a person has no legitimate expectation of privacy in information he voluntarily turns over to third parties.”\textsuperscript{157} The Court distinguished \textit{Smith}, however, noting that a plethora of activities, including “incoming calls, texts, or e-mails,” could generate CSLI despite not being initiated by the user, which was the case in \textit{Smith}.\textsuperscript{158} The \textit{Carpenter} Court thus focused on the voluntariness requirement and questioned whether sharing CSLI was accomplished through an affirmative act of consent.\textsuperscript{159} The Court noted that “[a]part from disconnecting the phone from the network, there [was] no way to avoid leaving behind a trail of location data.”\textsuperscript{160} Therefore, absent consent—or at least the ability to “disconnect[ ]” from the collection of data—the defendants did not give up their right to privacy just because the cell phone companies automatically recorded the data.\textsuperscript{161}

After carefully weighing the above factors and considering whether the third-party doctrine should even apply to involuntary acts, the Court concluded that the defendants had a reasonable expectation of privacy in their CSLI, and that privacy interest was not diminished by the cell-phone companies’ collection of that data.\textsuperscript{162} Consequently, a search had occurred within the context of the Fourth Amendment, satisfying that element of a
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suppression claim. The Court then determined that the search was unreasonable because “cases establish that warrantless searches are typically unreasonable where ‘a search is undertaken by law enforcement officials to discover evidence of criminal wrongdoing.’” Because the CSLI was sought without a warrant and as evidence in a criminal investigation—not for other, non-investigatory reasons like safety—the Fourth Amendment protected it from law enforcement.

V. THE FOURTH AMENDMENT AND DTC DATABASES

Based on Carpenter and King, the Fourth Amendment likely protects a person’s DNA. However, defendants will rarely have standing to protect that privacy interest, despite the protections the Court was willing to extend in Carpenter. This gap between the law and traditional notions of privacy must be closed in order to secure the privacy of both defendants and the users of DTC databases.

A. Familial Searching of DTC Databases Is a Search

With Carpenter’s increased focus on consent, it is likely that even under more stringent applications of the third-party doctrine like those found in Smith and Miller, a court would find that the third-party doctrine does not apply to consumer DNA samples because a defendant does not voluntarily act to share his DNA with DTC databases like Ancestry. However, even if a court finds that a person does act voluntarily and must evaluate whether Carpenter’s exception based on the “intimate” nature of the information should apply, a person’s DNA will likely meet the Carpenter standard. Therefore, because a person has a reasonable expectation of privacy in his DNA, law enforcement’s use of DTC databases constitutes a search under the Fourth Amendment, despite any obstacle from the third-party doctrine.

1. The Third-Party Doctrine Does Not Apply to DNA Given Involuntarily

The government’s best argument that warrantless access to DTC databases is not a search is the third-party doctrine. Because the DNA is held by private companies (third parties), the third-party doctrine might preclude any
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protection. However, it is likely that the third-party doctrine no longer applies under these circumstances. In *Carpenter*, the Court considered the voluntariness of sharing CSLI data with cell-phone companies. Even before that, *Smith* emphasized the need for a voluntary act in third-party doctrine cases, and *Miller* required the defendant to “knowingly” convey the information. Thus, the third-party doctrine only applies when the defendant willfully makes the choice to share his information—or, at least, when he knows it is shared and does not withdraw consent.\(^\text{166}\)

Notably, none of the prevalent DNA testing companies require consent from a consumer’s genetic relatives to retain the consumer’s DNA.\(^\text{167}\) The inherent problem with this practice is that individuals’ private information is turned over to testing companies without any consent from the individuals themselves. This raises a “voluntariness” issue because although the consumer may make an affirmative act, the genetic relatives never do. The *Carpenter* Court noted that a person does not make any affirmative act when receiving incoming calls and messages—these are acts made by others. Thus, like in *Carpenter*, a court should find the defendant makes no affirmative act when his relative exposes his genetic information to the public—and to law enforcement.

2. If the Third-Party Doctrine Applies to Familial DNA Searching, the DNA in Consumer Databases Falls Within the *Carpenter* Exception

Despite the absence of the defendant’s affirmative act, even if a court does apply the third-party doctrine to DNA in DTC databases, it should fall within *Carpenter’s* exception for “intimate” information. DNA is more similar to CSLI than it is to the bank records in *Miller* or the pen register in *Smith*, and thus warrants an exception to the third-party doctrine. Applying the
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\(^{167}\) See *Ancestry Terms and Conditions*, ANCESTRY, https://www.ancestry.com/cs/legal/termsandconditions#AddlTerms [https://perma.cc/BMV6-S3JM] (Sept. 23, 2020); GEDMATCH, *supra* note 29; *Terms of Service*, 23ANDME, https://www.23andme.com/about/tos/ [https://perma.cc/L3TZ-ZU28] (Sept. 30, 2019). The courts have historically recognized consent for a search of property when a co-owner consents without the other owner present. *Georgia v. Randolph*, 547 U.S. 103, 121–22 (2006). However, if the other owner is present and objects, the objection governs. *Id.* There are a number of issues with consent in the consumer DNA context because it is unclear under *Carpenter* whether genetic relatives affirmatively consent to law-enforcement access, and with no mechanism for objections, if such consent is even valid. For an analysis of these consent issues, see *Dery, supra* note 14, at 128–34.
Carpenter factors to DNA yields the same result as it did with CSLI: a search has occurred under the Fourth Amendment.

a. Time

Time is a substantial consideration in retaining a person’s DNA. DNA lasts after death and remains a crime-solving tool for decades after its initial collection. Although the Carpenter Court was concerned with the 127 days of CSLI obtained by the police in Carpenter and the five years that cellular companies retain CSLI, DNA survives for much longer. Because DNA lasts far longer than the five years that CSLI is preserved, this factor highlights the need for DNA’s inclusion in the Carpenter exception to the third-party doctrine.

b. Pervasiveness

DNA is also sufficiently pervasive to warrant Fourth Amendment protection. Like CSLI, DNA is an “insistent part of daily life.” It provides an organism with biological instructions that tell it how to develop, survive, and reproduce, making it absolutely essential to survival. It pervades every facet of life because it dictates a person’s existence as a human being and not a different organism. In many ways, it is even more pervasive than a cell phone because it goes with a person wherever she goes—even to the grave. People may forget their cell phones from time to time or even actively choose to leave them behind, but the body does not forget its DNA, even after death. This was exactly the issue in Carpenter, where the Court compared people’s willingness to leave a car but seeming inability to leave their cell phones too far out of reach. Applying the Court’s words, DNA is “indispensable to participation in modern society”—or any society—because people take it with them everywhere, and they would cease to exist without it. This factor weighs for DNA’s protection.

c. Other Information Revealed

In addition to time and pervasiveness, DNA reveals other private information related to a person’s lifestyle. Not only can DNA be used for identification purposes because it is unique between individuals, but SNPs can also reveal a person’s sex, physical appearance, medical conditions, genetic history, and ancestral origin. This information is similar to the Court’s concern with personal affiliations in Carpenter when it noted that it was
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problematic under the Fourth Amendment that CSLI could reveal “familial, political, professional, religious, and sexual associations.” Therefore, this factor again weighs for the protection of DNA.

d. DNA Is Protected

Because all the Carpenter factors weigh for protection, warrantless law-enforcement access to DTC databases falls within the exception to the third-party doctrine. As a result, a court would then have to consider whether that search was reasonable.

B. Familial Searching of Consumer DNA Databases Is Unreasonable Under King

Despite the finding of a search, this fact alone does not make law-enforcement conduct violative of the Fourth Amendment. If the search is justified because it is reasonable, no warrant is required. To determine if a search is reasonable, a court must balance legitimate government interests with the privacy interest of the individual searched. Applying the King framework to DNA in DTC databases, a court will likely conclude that a defendant’s privacy interest in his DNA outweighs law enforcement’s interests because the defendant is not in custody, and there are no considerations outside of criminal investigation justifying the search.

Although familial DNA cases do not involve a physical intrusion because the suspect himself has not been intruded upon, significant privacy concerns are still present because of the information revealed by SNPs. Unlike the public databases based on STR matching, DTC databases contain much more information. Because of the unique nature of SNP testing, this practice is unlike that at issue in King. Quite strikingly, the King Court addressed this issue by leaving open the question of whether purposes other than identification would bring the practice within the Fourth Amendment. Moreover, the Carpenter Court found that the nature of CSLI was so intimate that it warranted an exception to a long-established legal doctrine; as discussed above, DNA is arguably even more intimate than CSLI. Therefore, the factual dissimilarities between King’s situation and the Court’s explicit concerns about information revealed through DNA show that the DTC
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database issue “present[s] additional privacy concerns” that are greater than those in King. 173

Despite substantial individual privacy interests, law enforcement may argue that circumstances exist to justify the search, making it reasonable. Perhaps the strongest interest is the one in public safety and solving cold cases. Of the few states that allow familial DNA testing, all restrict its use to cases that involve violent crimes, public safety risks, or the exhaustion of all leads, as was the case with the Golden State Killer and John D. Miller. Although the Carpenter Court noted that a law-enforcement motive that was solely “to discover evidence of criminal wrongdoing” would not make a search reasonable, the same argument could have been made in King. 174 In his dissent, Justice Scalia was concerned with this exact issue, 175 but the majority was more focused on law enforcement’s interest in arrestee identification, even if it happened to result in a criminal conviction. 176 In the DTC database context, the government could easily make the argument that the identification of violent criminals, which would likely not occur without the use of these databases, outweighs the individual’s privacy interest. The government could likewise argue that even if the third-party doctrine does not apply (and there is a Fourth Amendment search), there might be a lessened privacy interest because the information has been shared with others, thus allowing the law-enforcement interest to prevail on the balancing analysis.

Although law enforcement’s interest in identification is implicated when police search DTC databases, there are two crucial distinctions: (1) the suspect is not under arrest when the search is conducted, so there is no diminished privacy interest; and (2) DTC databases reveal more information than CODIS matches. Thus, this issue is distinct from King. Although the government may argue that its interest outside of “ordinary criminal wrongdoing” 177 is identification of particularly violent criminals when all leads have been exhausted, at the heart of the issue is that the police need the familial DNA match to solve a crime. There is no underlying need to assess flight risk or dangerousness or to determine identification for arraignment. The sole purpose is to find “evidence of . . . wrongdoing.” 178 That is clearly distinct from King. Moreover, the plethora of procedural protections that
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were provided under the Maryland statute are not present in the DTC database context: there are no similar protections against law-enforcement use. Legally, absent company policies, the police have free rein over what they may recover from the databases and the purposes it is used for—massively different than the Maryland statute. Consequently, the countervailing facts in *King* diminishing the defendant’s privacy interest are not present in the DTC-database context, rendering a warrantless search unreasonable.

**C. Despite Substantial Privacy Interests, Defendants Cannot Enforce Their Rights Because They Lack Standing**

Although there are substantial arguments that familial searching in DTC databases violates the Fourth Amendment, it is doubtful that a defendant would ever have standing to challenge the evidence in court. Standing requires that the defendant’s own rights be invaded. With familial searching, law enforcement does not search for the defendant’s own DNA in the databases but his genetic relative’s. Although the defendant has a reasonable expectation of privacy in his own DNA, as established above, it is doubtful that a court would extend such a right to his genetic relative’s DNA, which is necessary to have standing. This lack of protection is problematic because despite DNA containing very sensitive information that would likely qualify for protection under *Carpenter* and *King*, courts cannot exclude the evidence because a defendant will not have standing to protect his privacy interest that lives in another’s DNA.

Compounding this issue is the sheer number of DNA profiles contained in both public and private databases. Because a defendant lacks standing to bring a Fourth Amendment claim, law enforcement would have almost unlimited access to these samples, with the only limits being company policies. Not only would the government have access to the NDIS database, which contains nearly twenty million samples, but it would also have access to the staggering number of profiles in private databases. With both systems available, encompassing about fifty million DNA samples, and with GEDmatch serving to consolidate all the private samples into one database,

---
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law enforcement could have access to almost anyone’s DNA—either directly or through a familial match. In a world without constitutional or legislative protection of genetic privacy, such an outcome would not be a matter of “if”—but “when.”

D. Legislative Action Is Needed To Protect the Privacy Interests of Millions

Legislatures should address this lack of protection by creating a privacy right in an individual’s DNA. A right to privacy—control over a person’s genetic material—would allow people to shield their personal genetic information from government intrusion, which is a function the Fourth Amendment simply cannot serve in the current state of the law. A right to control simply means the government should not be able to have warrantless access to a person’s DNA. However, as with any other legal right—constitutional or otherwise—where a right is provided, it can be waived. A legislative right to control personal genetic information could be waived by submitting DNA to a DTC database. But, as with other rights, one person’s waiver does not waive for another. If the police were to run a DNA search in a DTC database that revealed a familial connection, they would be invading the defendant’s privacy right because he would have a privacy interest in protecting his genetic information from unwarranted government intrusion—a right that would have been waived by the other family member. Because the defendant would have had his privacy right invaded, he would have standing under the Fourth Amendment. Therefore, a legislative right to privacy would protect the liberty of consumers to waive their rights as well as defendants’ privacy interests. In fact, such a right would benefit anyone who wishes to keep their genetic information away from the prying eyes of the government—not just defendants.

A right to genetic privacy benefits everyone. Although a handful of defendants might be able to have the evidence against them excluded, the benefit would be a deterrent effect that would protect society as a whole. The Supreme Court has repeatedly articulated that the policy principle underlying the Fourth Amendment’s exclusionary rule is deterrence: the rule’s purpose is to deter law enforcement from conducting unlawful searches against people, whether innocent or guilty.¹⁸¹ By excluding the only benefit law

¹⁸¹ See, e.g., United States v. Janis, 428 U.S. 433, 446 (1976) (“[T]he ‘prime purpose’ of the rule, if not the sole one, ‘is to deter future unlawful police conduct. . . . [T]he [exclusionary] rule is a judicially created remedy designed to safeguard Fourth Amendment rights generally through its deterrent effect, rather than a personal constitutional right of the party aggrieved.’”
enforcement derives from unlawful searches—evidence to be used in a criminal trial—law enforcement is left with no reason to invade anyone’s Fourth Amendment rights, not just criminal defendants’ An innocent person’s name would not end up in a law-enforcement family tree if law enforcement was deterred from conducting the search at all. Even more, a right to privacy would not just protect against invasion by law enforcement. It would also protect against any type of government invasion for any purpose, like to collect personal health information or track familial associations. One can only imagine what the government would want with or could do with the personal genetic information of millions. Creating a right to genetic privacy would avoid such significant government access, at least without a warrant.

Therefore, a right to genetic privacy would be simple. It would provide control over personal genetic information. And how an individual would exercise that control would be left to personal choice. But providing that choice is essential to protecting privacy. Moreover, a right to genetic privacy would create Fourth Amendment standing, which would engrain genetic privacy into the constitutional scheme. Such protection would align the law with widely accepted beliefs about privacy and the protection the Constitution is supposed to provide. Although standing has always sought to limit legal remedies to the person whose rights were invaded, in the case of DNA and DTC databases, such rights do not yet exist in the DNA of another—despite the Carpenter Court’s willingness to recognize a broader definition of privacy in the face of intimately sensitive information. Because no relief exists in the courts, however, it is the legislatures’ duty to recognize
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the inherent privacy interest in DNA and grant individuals protection from unrestrained government access to their personal genetic information.

The legislative solution explained above would create standing for defendants to ask courts to exclude certain evidence at trial. That evidence would include the DNA match obtained from a DTC database and any other evidence that was obtained because of that initial familial match. However, although defendants should have their rights protected in court—the protection of which would further deter unlawful law-enforcement conduct against everyone—that is not to say that genetic genealogy should not be used to solve crime. Instead, it should be used to solve crime—but in a way that protects personal privacy. The answer to balancing these two interests lies in the text of the Fourth Amendment: a warrant issued upon a showing of probable cause.185

As articulated in the text of the Amendment, courts have the power to allow otherwise-protected searches upon a showing of probable cause. In the context of DTC databases, such a showing could include information derived from the unknown suspect’s DNA sample and witness descriptions of the suspect’s appearance or sex. The issuing warrant could then be limited to only those samples matching the suspect’s description or characteristics in his DNA. Such a practice would protect samples unrelated to the crime at issue. Although this may seem tenuous, a court in Florida did just that, issuing a warrant to allow law enforcement access to GEDmatch’s database, including those individuals who had opted out of such access.186 In that case, using the warrant process proved better for law enforcement: the process allowed for broader access to the database than would have been available without the warrant. When the evidence is strong enough, police can continue to solve these terrible crimes, and privacy can be protected by requiring probable cause. The warrant process protects the privacy rights of individuals, both defendants and database users, while also providing an avenue to bring closure in these cases.

185. Another potential argument would be that countervailing circumstances justify the search, making it reasonable.
CONCLUSION

Although advances in DNA testing have made it possible to solve some of the coldest criminal cases, these advances come at a cost to both the innocent and the guilty. There are significant privacy interests embedded in one’s biological makeup, revealed through DNA. Not only does the strength of the privacy interest in DNA justify an exception to the third-party doctrine, but it also outweighs the legitimate law-enforcement interest in apprehending violent criminals. Likewise, the privacy interest in DNA warrants distinction from the Court’s holding in *King* because of the more intimate nature of SNP testing and the full expectation of privacy not present while in police custody.

Despite the substantial privacy interests at risk from familial searching in DTC databases, under current law, defendants will have difficulty meeting standing requirements to challenge such action under the Fourth Amendment and have the evidence excluded. It thus rests with legislatures to develop a legal right to genetic privacy, which would not only protect the information from the government but also create a constitutional safeguard in the Fourth Amendment by establishing standing. A right to genetic privacy would protect privacy interests and allow consumers the liberty to have their DNA analyzed by Ancestry or 23andMe, both of which provide valuable services. Perhaps most importantly, however, such a right would not only protect privacy but also keep the warrant process open for law enforcement to continue to use these databases—undeniably groundbreaking crime-solving tools—to solve crimes and bring closure in the coldest of cases.